
Legal Reference Information for Granting Access to the 
Shared Master Index (SMI) 

 
Background: 
 
The DHS SMI enables county workers access to program data across the major DHS systems.  It was built in part to 
assist county workers in providing more integrated services by offering a holistic view of a client’s participation and 
involvement in DHS programs.   
 
The Minnesota Data Practices Act was amended a few years ago to ensure legal authority to share data across 
program areas for service coordination purposes.  Program areas also have federal laws and policies which guide 
the sharing of program data.   
 

Goals of the SMI: 
o Client search and match 
o Ask once, enter once 
o Coordination of services 

 

Legal Authority: 
State and federal legal authority to share data across DHS programs through the Shared Master Index (SMI) is 
highlighted below.  More complete language related to each program area is included in the chart that follows. 
  
State: 

o MN Statute §13.46, MN Government Data Practices Act (MGDPA) - Authority for Data Sharing Between 
Programs Within the Welfare System 

Subd. 2.General. 

(a) Unless the data is summary data or a statute specifically provides a different classification, 
data on individuals collected, maintained, used, or disseminated by the welfare system is private 
data on individuals, and shall not be disclosed except:  

 (5) to personnel of the welfare system who require the data to verify an individual's identity; 
determine eligibility, amount of assistance, and the need to provide services to an individual or 
family across programs; evaluate the effectiveness of programs; assess parental contrib ution 
amounts; and investigate suspected fraud 
 

o MN Statute §13.468 MGDPA - Data Sharing Within County Agencies 
County welfare, human services, corrections, public health, and veterans service units within a county 
may inform each other as to whether an individual or family currently is being served by the county 
unit, without the consent of the subject of the data. Data that may be shared are limited to the 
following: the name, telephone number, and last known address of the data subject; and the 
identification and contact information regarding personnel of the county unit responsible for working 
with the individual or family. If further information is necessary for the county unit to carry out its duties, 
each county unit may share additional data if the unit is authorized by state statute or federal law to do so 
or the individual gives written, informed consent. 
 

o MN Statute §13.05 subd. 3 – Minimum Data Necessary General Standards 
Collection and storage of all data on individuals and the use and dissemination of private and 
confidential data on individuals shall be limited to that necessary for the administration and 



management of programs specifically authorized by the legislature or local governing body or 
mandated by the federal government. 

 
Federal: 

 
Cash/Food Support: 

o 45 CFR 205.50 Safeguarding information for the financial assistance programs. 
    (a) State plan requirements. A State plan for financial assistance under title IV-A of the Social Security 
Act, must provide that: 
    (1) Pursuant to State statute which imposes legal sanctions: 
    (i) The use or disclosure of information concerning applicants and recipients will be limited to 
purposes directly connected with: 
    (A) The administration of the plan of the State approved under title IV-A, the plan or program of the 
State under title IV-B, IV-D, IV-E, or IV-F or under title I, X, XIV, XVI (AABD), XIX, XX, or the Supplemental 
Security Income (SSI) program established by title XVI. Such purposes include establishing eligibility, 
determining the amount of assistance, and providing services for applicants and recipients. 
 

o 45 CFR 204.3  
The State agency shall be responsible for assuring that the benefits and services available under titles IV-
A, IV-D, and IV-F are furnished in an integrated manner. 

 
Child Protection/Welfare: 

o State Automated Child Welfare Information Systems (SACWIS) Policy Guidance-Interfaces, ACF-OSS-05  
I.A. This section of the Action Transmittal (AT) provides guidance on the exchange of information between 
a SACWIS and the State systems used to support the programs administered under titles IV-A (TANF), 
IV-D (Child Support Enforcement), XIX (Medicaid) and the State Child Abuse and Neglect Data System. 
To the extent practicable, there must be an electronic interface with these systems in order to receive, 
transmit, and verify case and client information in an automated manner. 
 
The SACWIS system should enable the State to coordinate services with other Federally funded 
programs, eliminate paperwork and prevent duplicate data entry. The preamble to the Interim Final 
SACWIS regulation states that the "electronic exchange of casefile information will assist in service 
planning, allowing multiple aspects of a client's needs to be addressed, and appropriate services to be 
initiated in a prompt and coordinated way and will insure that the system operates more efficiently by 
eliminating redundant data and paper exchanges and delays resulting from separate processes." 
 

Child Support: 
o 42 USC 654a (f)(3) Information comparisons and other disclosures of information.—The State shall use 

the automated system required by this section to extract information from (at such times, and in such 
standardized format or formats, as may be required by the Secretary), to share and compare 
information with, and to receive information from, other data bases and information necessary to 
enable the State agency (or the Secretary or other State or Federal agencies) to carry out this part, 
subject to section 6103 of the Internal Revenue Code of 1986. 

 
Health Care: 

o 45 CFR Parts §160, §162, §164 – Collectively “HIPAA” 
 

o 45 CFR §164.512(k)(6) – Covered Entities That are Government Programs Providing Public Benefits 
(i) A health plan that is a government program providing public benefits may disclose protected health 
information relating to eligibility for or enrollment in the health plan to another agency administering a 
government program providing public benefits if the sharing of eligibility or enrollment information 
among such government agencies or the maintenance of such information in a single or combined data 



system accessible to all such government agencies is required or expressly authorized by statute or 
regulation. 
(ii) A covered entity that is a government agency administering a government program providing public 
benefits may disclose protected health information relating to the program to another covered entity 
that is a government agency administering a government program providing public benefits if the 
programs serve the same or similar populations and the disclosure of protected health information is 
necessary to coordinate the covered functions of such programs or to improve administration and 
management relating to the covered functions of such programs. 
 

o 45 CFR §164.502(b) and §164.514(d) – Minimum Necessary Standard 

 

 
Legal Authority – Detailed Language: 

 
State statutes authorizing general guidance on data sharing between welfare systems and the community-based model are referenced below 
this table.  Specific Federal and State laws governing data sharing within a program area are included in the table below.  Key language is 
quoted within the table if it is compact enough to quote. 

 
 
Federal Laws Governing all Health Information: 
 
45 CFR §164.512(k)(6) – Covered Entities That are Government Programs Providing Public Benefits 
(i) A health plan that is a government program providing public benefits may disclose protected health information relating to eligibility for or 
enrollment in the health plan to another agency administering a government program providing public benefits if the sharing of eligibility or 
enrollment information among such government agencies or the maintenance of such information in a single or combined data system 
accessible to all such government agencies is required or expressly authorized by statute or regulation. 
(ii) A covered entity that is a government agency administering a government program providing public benefits may disclose protected health 
information relating to the program to another covered entity that is a government agency administering a government program providing 
public benefits if the programs serve the same or similar populations and the disclosure of protected health information is necessary to 
coordinate the covered functions of such programs or to improve administration and management relating to the covered functions of such 
programs. 
 
 
45 CFR 164.502(b) and 164.514(d) Standard: Minimum necessary--(1) Minimum necessary applies. When using or disclosing protected health 
information or when requesting protected health information from another covered entity, a covered entity must make reasonable efforts to 
limit protected health information to the minimum necessary to accomplish the intended purpose of the use, disclosure, or request. 
 
 
 

State Statutes Giving General Authority for Data Sharing Between Welfare Programs and 
Community-Based Models: 
 
MN State Statute, Chapter 13 Government Data Practices Act gives legal authority for data sharing between government entities 
notwithstanding other applicable state and federal laws.   
 
The following sections specifically address authority to access data within the SMI.  Sections 13.46, subd 2 and 13.468 together give authority 
for both types of county structure models. 
 

 §13.46, subd. 2 (a) (5) Welfare Data 
Authority for data sharing between welfare system programs 

Subd. 2.General. 

(a) Unless the data is summary data or a statute specifically provides a different classification, data on individuals 
collected, maintained, used, or disseminated by the welfare system is private data on individuals, and shall not be 
disclosed except: 

 (5) to personnel of the welfare system who require the data to verify an individual's  identity; determine eligibility, amount 
of assistance, and the need to provide services to an individual or family across programs; evaluate the effectiveness of 
programs; assess parental contribution amounts; and investigate suspected fraud;  

 



 §13.468 Data Sharing Within Counties 

County welfare, human services, corrections, public health, and veterans service units within a county may inform each 
other as to whether an individual or family currently is being served by the county unit, without the consent of the 
subject of the data. Data that may be shared are limited to the following: the name, telephone number, and last known 
address of the data subject; and the identification and contact information regarding personnel of the county unit 
responsible for working with the individual or family. If further information is necessary for the county unit to carry out 
its duties, each county unit may share additional data if the unit is authorized by state statute or federal law to do so or 
the individual gives written, informed consent. 

 §13.46 Welfare Data 

Subdivision 1.Definitions.As used in this section:  

(a) "Individual" means an individual according to section 13.02, subdivision 8, but does not include a vendor of services.  

(b) "Program" includes all programs for which authority is vested in a component of the welfare system according to statute or 
federal law, including, but not limited to, the aid to families with dependent children program formerly codified in sections  
256.72 to 256.87, Minnesota family investment program, temporary assistance for needy families program, medical assistance, 
general assistance, general assistance medical care, child care assistance program, and child support collections.  

(c) "Welfare system" includes the Department of Human Services, local social services agencies, county welfare agencies, private 
licensing agencies, the public authority responsible for child support enforcement, human services boards, community mental 
health center boards, state hospitals, state nursing homes, the ombudsman for mental health and developmental disabilities, 
and persons, agencies, institutions, organizations, and other entities under contract to any of the above agencies to the ext ent 
specified in the contract.  

(d) "Mental health data" means data on individual clients and patients of community mental health centers, established under 
section 245.62, mental health divisions of counties and other providers under contract to deliver mental health services, or the 
ombudsman for mental health and developmental disabilities.  

(e) "Fugitive felon" means a person who has been convicted of a felony and who has escaped from confinement or violated the 
terms of probation or parole for that offense.  

(f) "Private licensing agency" means an agency licensed by the commissioner of human services under chapter 245A to perform 
the duties under section 245A.16.  

Subd. 2.General.(a) Unless the data is summary data or a statute specifically provides a different classification, data on in dividuals 
collected, maintained, used, or disseminated by the welfare system is private data on individuals, and shall not be disclosed 
except: 

(1) according to section 13.05;  

(2) according to court order;  

(3) according to a statute specifically authorizing access to the private data;  

(4) to an agent of the welfare system, including a law enforcement person, attorney, or investigator acting for it in the 
investigation or prosecution of a criminal or civil proceeding relating to the administration of a program;  

(5) to personnel of the welfare system who require the data to verify an individual's identity; determine eligibility, amount of 
assistance, and the need to provide services to an individual or family across programs; evaluate the effectiveness of 
programs; assess parental contribution amounts; and investigate suspected fraud; 

(6) to administer federal funds or programs; 

(7) between personnel of the welfare system working in the same program;  

(8) to the Department of Revenue to assess parental contribution amounts for purposes of sec tion 252.27, subdivision 2a, 
administer and evaluate tax refund or tax credit programs and to identify individuals who may benefit from these programs. 
The following information may be disclosed under this paragraph: an individual's and their dependent's n ames, dates of birth, 
Social Security numbers, income, addresses, and other data as required, upon request by the Department of Revenue. 
Disclosures by the commissioner of revenue to the commissioner of human services for the purposes described in this cla use 
are governed by section 270B.14, subdivision 1. Tax refund or tax credit programs include, but are not limited to, the 
dependent care credit under section 290.067, the Minnesota working family credit under section 290.0671, the property tax 
refund and rental credit under section 290A.04, and the Minnesota education credit under section 290.0674;  

(9) between the Department of Human Services, the Department of Employment and Economic Development, and when 
applicable, the Department of Education, for the following purposes: 

(i) to monitor the eligibility of the data subject for unemployment benefits, for any employment or training program 
administered, supervised, or certified by that agency;  

(ii) to administer any rehabilitation program or child care assistance program, whether alone or in conjunction with the welfare 
system; 



(iii) to monitor and evaluate the Minnesota family investment program or the child care assistance program by exchanging data  
on recipients and former recipients of food support, cash assistance under chapter 256, 256D, 256J, or 256K, child care 
assistance under chapter 119B, or medical programs under chapter 256B, 256D, or 256L; and  

(iv) to analyze public assistance employment services and program utilization, cost, effectiveness, and outcomes as implemented 
under the authority established in Title II, Sections 201-204 of the Ticket to Work and Work Incentives Improvement Act of 
1999. Health records governed by sections 144.291 to 144.298 and "protected health information" as defined in Code of 
Federal Regulations, title 45, section 160.103, and governed by Code of Federal Regulations, title 45, parts 160 -164, including 
health care claims utilization information, must not be exchanged under this clause;  

(10) to appropriate parties in connection with an emergency if knowledge of the information is necessary to protect the healt h or 
safety of the individual or other individuals or persons;  

(11) data maintained by residential programs as defined in section 245A.02 may be disclosed to the protection and advocacy 
system established in this state according to Part C of Public Law 98-527 to protect the legal and human rights of persons with 
developmental disabilities or other related conditions who live in residential facilities for these persons if the protection and 
advocacy system receives a complaint by or on behalf of that person and the person does not have a legal guardian or the stat e 
or a designee of the state is the legal guardian of the person;  

(12) to the county medical examiner or the county coroner for identifying or locating relatives or friends of a deceased pers on; 

(13) data on a child support obligor who makes payments to the public agency may be disclosed to the Minnesot a Office of Higher 
Education to the extent necessary to determine eligibility under section 136A.121, subdivision 2, clause (5);  

(14) participant Social Security numbers and names collected by the telephone assistance program may be disclosed to the 
Department of Revenue to conduct an electronic data match with the property tax refund database to determine eligibility 
under section 237.70, subdivision 4a;  

(15) the current address of a Minnesota family investment program participant may be disclosed to law  enforcement officers who 
provide the name of the participant and notify the agency that:  

(i) the participant: 

(A) is a fugitive felon fleeing to avoid prosecution, or custody or confinement after conviction, for a crime or attempt to c ommit a 
crime that is a felony under the laws of the jurisdiction from which the individual is fleeing; or  

(B) is violating a condition of probation or parole imposed under state or federal law;  

(ii) the location or apprehension of the felon is within the law enforcement offi cer's official duties; and 

(iii) the request is made in writing and in the proper exercise of those duties;  

(16) the current address of a recipient of general assistance or general assistance medical care may be disclosed to probatio n 
officers and corrections agents who are supervising the recipient and to law enforcement officers who are investigating the 
recipient in connection with a felony level offense;  

(17) information obtained from food support applicant or recipient households may be disclosed to lo cal, state, or federal law 
enforcement officials, upon their written request, for the purpose of investigating an alleged violation of the Food Stamp Ac t, 
according to Code of Federal Regulations, title 7, section 272.1(c);  

(18) the address, Social Security number, and, if available, photograph of any member of a household receiving food support shall 
be made available, on request, to a local, state, or federal law enforcement officer if the officer furnishes the agency with  the 
name of the member and notifies the agency that: 

(i) the member: 

(A) is fleeing to avoid prosecution, or custody or confinement after conviction, for a crime or attempt to commit a crime tha t is a 
felony in the jurisdiction the member is fleeing;  

(B) is violating a condition of probation or parole imposed under state or federal law; or  

(C) has information that is necessary for the officer to conduct an official duty related to conduct described in subitem (A)  or (B); 

(ii) locating or apprehending the member is within the officer's of ficial duties; and 

(iii) the request is made in writing and in the proper exercise of the officer's official duty;  

(19) the current address of a recipient of Minnesota family investment program, general assistance, general assistance medica l 
care, or food support may be disclosed to law enforcement officers who, in writing, provide the name of the recipient and 
notify the agency that the recipient is a person required to register under section 243.166, but is not residing at the addre ss at 
which the recipient is registered under section 243.166;  

(20) certain information regarding child support obligors who are in arrears may be made public according to section 518A.74;   



(21) data on child support payments made by a child support obligor and data on the dist ribution of those payments excluding 
identifying information on obligees may be disclosed to all obligees to whom the obligor owes support, and data on the 
enforcement actions undertaken by the public authority, the status of those actions, and data on the  income of the obligor or 
obligee may be disclosed to the other party;  

(22) data in the work reporting system may be disclosed under section 256.998, subdivision 7;  

(23) to the Department of Education for the purpose of matching Department of Education student data with public assistance 
data to determine students eligible for free and reduced-price meals, meal supplements, and free milk according to United 
States Code, title 42, sections 1758, 1761, 1766, 1766a, 1772, and 1773; to allocate federal and s tate funds that are distributed 
based on income of the student's family; and to verify receipt of energy assistance for the telephone assistance plan;  

(24) the current address and telephone number of program recipients and emergency contacts may be release d to the 
commissioner of health or a local board of health as defined in section 145A.02, subdivision 2, when the commissioner or loca l 
board of health has reason to believe that a program recipient is a disease case, carrier, suspect case, or at risk of i llness, and 
the data are necessary to locate the person;  

(25) to other state agencies, statewide systems, and political subdivisions of this state, including the attorney general, an d 
agencies of other states, interstate information networks, federal agen cies, and other entities as required by federal regulation 
or law for the administration of the child support enforcement program;  

(26) to personnel of public assistance programs as defined in section 256.741, for access to the child support system databas e for 
the purpose of administration, including monitoring and evaluation of those public assistance programs;  

(27) to monitor and evaluate the Minnesota family investment program by exchanging data between the Departments of Human 
Services and Education, on recipients and former recipients of food support, cash assistance under chapter 256, 256D, 256J, or 
256K, child care assistance under chapter 119B, or medical programs under chapter 256B, 256D, or 256L;  

(28) to evaluate child support program performance and to identify and prevent fraud in the child support program by exchanging 
data between the Department of Human Services, Department of Revenue under section 270B.14, subdivision 1, paragraphs (a) 
and (b), without regard to the limitation of use in paragraph (c), Department of Health, Department of Employment and 
Economic Development, and other state agencies as is reasonably necessary to perform these functions; or  

(29) counties operating child care assistance programs under chapter 119B may disseminat e data on program participants, 
applicants, and providers to the commissioner of education.  

(b) Information on persons who have been treated for drug or alcohol abuse may only be disclosed according to the requirement s 
of Code of Federal Regulations, title 42, sections 2.1 to 2.67.  

(c) Data provided to law enforcement agencies under paragraph (a), clause (15), (16), (17), or (18), or paragraph (b), are 
investigative data and are confidential or protected nonpublic while the investigation is active. The dat a are private after the 
investigation becomes inactive under section 13.82, subdivision 5, paragraph (a) or (b).  

(d) Mental health data shall be treated as provided in subdivisions 7, 8, and 9, but is not subject to the access provisions of 
subdivision 10, paragraph (b). 

For the purposes of this subdivision, a request will be deemed to be made in writing if made through a computer interface 
system. 

Subd. 3.Investigative data.(a) Data on persons, including data on vendors of services and data on licensees, that is collected, 
maintained, used, or disseminated by the welfare system in an investigation, authorized by statute and relating to the 
enforcement of rules or law, is confidential data on individuals pursuant to section 13.02, subdivision 3, or protecte d nonpublic 
data not on individuals pursuant to section 13.02, subdivision 13, and shall not be disclosed except:  

(1) pursuant to section 13.05;  

(2) pursuant to statute or valid court order;  

(3) to a party named in a civil or criminal proceeding, administrative or judicial, for preparation of defense; or  

(4) to provide notices required or permitted by statute.  

The data referred to in this subdivision shall be classified as public data upon its submission to an administrative law judg e or 
court in an administrative or judicial proceeding. Inactive welfare investigative data shall be treated as provided in section 
13.39, subdivision 3.  

(b) Notwithstanding any other provision in law, the commissioner of human services shall provide all active and inactive 
investigative data, including the name of the reporter of alleged maltreatment under section 626.556 or 626.557, to the 
ombudsman for mental health and developmental disabilities upon the request of the ombudsman.  

Subd. 4.Licensing data.(a) As used in this subdivision: 



(1) "licensing data" means all data collected, maintained, used, or disseminated by the welfare system pertaining to persons 
licensed or registered or who apply for licensure or registration or who formerly were licensed or registered under th e 
authority of the commissioner of human services; 

(2) "client" means a person who is receiving services from a licensee or from an applicant for licensure; and  

(3) "personal and personal financial data" means Social Security numbers, identity of and lette rs of reference, insurance 
information, reports from the Bureau of Criminal Apprehension, health examination reports, and social/home studies.  

 (b)(1) Except as provided in paragraph (c), the following data on applicants, license holders, and former licens ees are public: 
name, address, telephone number of licensees, date of receipt of a completed application, dates of licensure, licensed 
capacity, type of client preferred, variances granted, record of training and education in child care and child developme nt, type 
of dwelling, name and relationship of other family members, previous license history, class of license, the existence and sta tus 
of complaints, and the number of serious injuries to or deaths of individuals in the licensed program as reported to t he 
commissioner of human services, the local social services agency, or any other county welfare agency. For purposes of this 
clause, a serious injury is one that is treated by a physician. When a correction order or fine has been issued, a license is  
suspended, immediately suspended, revoked, denied, or made conditional, or a complaint is resolved, the following data on 
current and former licensees and applicants are public: the substance and investigative findings of the licensing or 
maltreatment complaint, licensing violation, or substantiated maltreatment; the record of informal resolution of a licensing 
violation; orders of hearing; findings of fact; conclusions of law; specifications of the final correction order, fine, suspe nsion, 
immediate suspension, revocation, denial, or conditional license contained in the record of licensing action; and the status of 
any appeal of these actions.  

(2) Notwithstanding sections 626.556, subdivision 11, and 626.557, subdivision 12b, when any person subject to disquali fication 
under section 245C.14 in connection with a license to provide family day care for children, child care center services, foste r 
care for children in the provider's home, or foster care or day care services for adults in the provider's home is a sub stantiated 
perpetrator of maltreatment, and the substantiated maltreatment is a reason for a licensing action, the identity of the 
substantiated perpetrator of maltreatment is public data. For purposes of this clause, a person is a substantiated perpetrato r if 
the maltreatment determination has been upheld under section 256.045; 626.556, subdivision 10i; 626.557, subdivision 9d; or 
chapter 14, or if an individual or facility has not timely exercised appeal rights under these sections.  

(3) For applicants who withdraw their application prior to licensure or denial of a license, the following data are public: the name 
of the applicant, the city and county in which the applicant was seeking licensure, the dates of the commissioner's receipt o f 
the initial application and completed application, the type of license sought, and the date of withdrawal of the application.  

(4) For applicants who are denied a license, the following data are public: the name and address of the applicant, the city a nd 
county in which the applicant was seeking licensure, the dates of the commissioner's receipt of the initial application and 
completed application, the type of license sought, the date of denial of the application, the nature of the basis for the den ial, 
the record of informal resolution of a denial, orders of hearings, findings of fact, conclusions of law, specifications of the final 
order of denial, and the status of any appeal of the denial.  

(5) The following data on persons subject to disqualification under section 245C.14  in connection with a license to provide family 
day care for children, child care center services, foster care for children in the provider's home, or foster care or day car e 
services for adults in the provider's home, are public: the nature of any disqual ification set aside under section 245C.22, 
subdivisions 2 and 4, and the reasons for setting aside the disqualification; the nature of any disqualification for which a 
variance was granted under sections 245A.04, subdivision 9; and 245C.30, and the reasons  for granting any variance under 
section 245A.04, subdivision 9; and, if applicable, the disclosure that any person subject to a background study under sectio n 
245C.03, subdivision 1, has successfully passed a background study.  

(6) When maltreatment is substantiated under section 626.556 or 626.557 and the victim and the substantiated perpetrator are 
affiliated with a program licensed under chapter 245A, the commissioner of human services, local social services agency, or 
county welfare agency may inform the license holder where the maltreatment occurred of the identity of the substantiated 
perpetrator and the victim.  

(7) Notwithstanding clause (1), for child foster care, only the name of the license holder and the status of the license are public if 
the county attorney has requested that data otherwise classified as public data under clause (1) be considered private data 
based on the best interests of a child in placement in a licensed program.  

(c) The following are private data on individuals under section 13.02, subdivision 12, or nonpublic data under section 13.02, 
subdivision 9: personal and personal financial data on family day care program and family foster care program applicants and 
licensees and their family members who provide services under the l icense.  

(d) The following are private data on individuals: the identity of persons who have made reports concerning licensees or 
applicants that appear in inactive investigative data, and the records of clients or employees of the licensee or applicant f or 
licensure whose records are received by the licensing agency for purposes of review or in anticipation of a contested matter.  
The names of reporters under sections 626.556 and 626.557 may be disclosed only as provided in section 626.556, subdivision 
11, or 626.557, subdivision 12b.  



(e) Data classified as private, confidential, nonpublic, or protected nonpublic under this subdivision become public data if 
submitted to a court or administrative law judge as part of a disciplinary proceeding in which there is a public hearing 
concerning a license which has been suspended, immediately suspended, revoked, or denied.  

(f) Data generated in the course of licensing investigations that relate to an alleged violation of law are investigative dat a under 
subdivision 3. 

(g) Data that are not public data collected, maintained, used, or disseminated under this subdivision that relate to or are d erived 
from a report as defined in section 626.556, subdivision 2, or 626.5572, subdivision 18, are subject to the destruction 
provisions of sections 626.556, subdivision 11c, and 626.557, subdivision 12b.  

(h) Upon request, not public data collected, maintained, used, or disseminated under this subdivision that relate to or are d erived 
from a report of substantiated maltreatment as defined in section 626.556 or 626.557 may be exchanged with the Department 
of Health for purposes of completing background studies pursuant to section 144.057 and with the Department of Corrections 
for purposes of completing background studies pursuant to  section 241.021.  

(i) Data on individuals collected according to licensing activities under chapters 245A and 245C, and data on individuals col lected 
by the commissioner of human services according to maltreatment investigations under sections 626.556 and  626.557, may be 
shared with the Department of Human Rights, the Department of Health, the Department of Corrections, the ombudsman for 
mental health and developmental disabilities, and the individual's professional regulatory board when there is reason to  
believe that laws or standards under the jurisdiction of those agencies may have been violated.  

(j) In addition to the notice of determinations required under section 626.556, subdivision 10f, if the commissioner or the l ocal 
social services agency has determined that an individual is a substantiated perpetrator of maltreatment of a child based on 
sexual abuse, as defined in section 626.556, subdivision 2, and the commissioner or local social services agency knows that t he 
individual is a person responsible for a child's care in another facility, the commissioner or local social services agency shall 
notify the head of that facility of this determination. The notification must include an explanation of the individual's avai lable 
appeal rights and the status of any appeal. If a notice is given under this paragraph, the government entity making the 
notification shall provide a copy of the notice to the individual who is the subject of the notice.  

(k) All not public data collected, maintained, used, or disseminated under this subdivision and subdivision 3 may be exchanged 
between the Department of Human Services, Licensing Division, and the Department of Corrections for purposes of regulating 
services for which the Department of Human Services and the Department of Corrections have regulatory authority.  

Subd. 5.Medical data; contracts.Data relating to the medical, psychiatric, or mental health of any individual, including diag nosis, 
progress charts, treatment received, case histories, and opinions of health car e providers, that is collected, maintained, used, 
or disseminated by any agency to the welfare system is private data on individuals and will be available to the data subject,  
unless the private health care provider has clearly requested in writing that th e data be withheld pursuant to sections 144.291 
to 144.298. Data on individuals that is collected, maintained, used, or disseminated by a private health care provider under 
contract to any agency of the welfare system is private data on individuals, and is  subject to the provisions of sections 13.02 to 
13.07 and this section, except that the provisions of section 13.04, subdivision 3, shall not apply. Access to medical data 
referred to in this subdivision by the individual who is the subject of the data is subject to the provisions of sections 144.291 to 
144.298. Access to information that is maintained by the public authority responsible for support enforcement and that is 
needed to enforce medical support is subject to the provisions of section 518A.41.  

Subd. 6.Other data.Data collected, used, maintained, or disseminated by the welfare system that is not data on individuals is 
public pursuant to section 13.03, except the following data:  

(a) investigative data classified by section 13.39;  

(b) welfare investigative data classified by section 13.46, subdivision 3; and  

(c) security information classified by section 13.37, subdivision 2.  

Subd. 7.Mental health data.(a) Mental health data are private data on individuals and shall not be disclosed, except:  

(1) pursuant to section 13.05, as determined by the responsible authority for the community mental health center, mental health 
division, or provider;  

(2) pursuant to court order;  

(3) pursuant to a statute specifically authorizing access to or disclosure of m ental health data or as otherwise provided by this 
subdivision; or 

(4) with the consent of the client or patient.  

(b) An agency of the welfare system may not require an individual to consent to the release of mental health data as a condit ion 
for receiving services or for reimbursing a community mental health center, mental health division of a county, or provider 
under contract to deliver mental health services.  

(c) Notwithstanding section 245.69, subdivision 2, paragraph (f), or any other law to the contr ary, the responsible authority for a 
community mental health center, mental health division of a county, or a mental health provider must disclose mental health 



data to a law enforcement agency if the law enforcement agency provides the name of a client or  patient and communicates 
that the:  

(1) client or patient is currently involved in an emergency interaction with the law enforcement agency; and  

(2) data is necessary to protect the health or safety of the client or patient or of another person.  

The scope of disclosure under this paragraph is limited to the minimum necessary for law enforcement to respond to the 
emergency. Disclosure under this paragraph may include, but is not limited to, the name and telephone number of the 
psychiatrist, psychologist, therapist, mental health professional, practitioner, or case manager of the client or patient. A law 
enforcement agency that obtains mental health data under this paragraph shall maintain a record of the requestor, the 
provider of the information, and the client or patient name. Mental health data obtained by a law enforcement agency under 
this paragraph are private data on individuals and must not be used by the law enforcement agency for any other purpose. A 
law enforcement agency that obtains mental health data under this paragraph shall inform the subject of the data that mental 
health data was obtained. 

(d) In the event of a request under paragraph (a), clause (4), a community mental health center, county mental health divisio n, or 
provider must release mental health data to Criminal Mental Health Court personnel in advance of receiving a copy of a 
consent if the Criminal Mental Health Court personnel communicate that the:  

(1) client or patient is a defendant in a criminal case pending in the district cour t; 

(2) data being requested is limited to information that is necessary to assess whether the defendant is eligible for particip ation in 
the Criminal Mental Health Court; and 

(3) client or patient has consented to the release of the mental health data and a copy of the consent will be provided to the 
community mental health center, county mental health division, or provider within 72 hours of the release of the data.  

For purposes of this paragraph, "Criminal Mental Health Court" refers to a specialty crimin al calendar of the Hennepin County 
District Court for defendants with mental illness and brain injury where a primary goal of the calendar is to assess the 
treatment needs of the defendants and to incorporate those treatment needs into voluntary case dispo sition plans. The data 
released pursuant to this paragraph may be used for the sole purpose of determining whether the person is eligible for 
participation in mental health court. This paragraph does not in any way limit or otherwise extend the rights of t he court to 
obtain the release of mental health data pursuant to court order or any other means allowed by law.  

Subd. 8.Access for auditing.To the extent required by state or federal law, representatives of federal, state, or local agenc ies shall 
have access to data maintained by public or private community mental health centers, mental health divisions of counties, and 
other providers under contract to deliver mental health services which is necessary to achieve the purpose of auditing. Publi c 
or private community mental health centers, mental health divisions of counties, and other providers under contract to deliver 
mental health services shall not permit this data to identify any particular patient or client by name or contain any other 
unique personal identifier. 

Subd. 9.Fraud.In cases of suspected fraud, in which access to mental health data maintained by public or private community 
mental health centers or mental health divisions of counties and other providers under contract to deliver mental health 
services is necessary to a proper investigation, the county board or the appropriate prosecutorial authority shall refer the 
matter to the commissioner of human services. The commissioner and agents of the commissioner, while maintaining the 
privacy rights of individuals and families, shall have access to mental health data to conduct an investigation. Upon deeming it 
appropriate as a result of the investigation, the commissioner shall refer the matter to the appropriate legal authorities an d 
may disseminate to those authorities whatever mental health data are necessary to properly prosecute the case.  

Subd. 10.Responsible authority.(a) Notwithstanding any other provision of this chapter to the contrary, the responsible autho rity 
for each component of the welfare system listed in subdivision 1, clause (c), shall be as follows:  

(1) the responsible authority for the Department of Human Services, state hospitals, and nursing homes is the commissioner of  
the Department of Human Services; 

(2) the responsible authority of a county welfare agency is the director of the county welfare agency;  

(3) the responsible authority for a local social services agency, human services board, or community mental health center boa rd is 
the chair of the board; 

(4) the responsible authority of any person, agency, institution, organization, or other entity under contract to any of the 
components of the welfare system listed in subdivision 1, clause (c), is the person specified in the contract; and  

(5) the responsible authority of the public authority for child support enforcement is the head of the public authority for child 
support enforcement. 

(b) A responsible authority shall allow another responsible authority in the welfare system access to data classified as not public 
data when access is necessary for the administration and management of programs, or as authorized or required by statute or 
federal law. 



Subd. 11.Nursing home appraisals.Names, addresses, and other data that could identify nursing homes selected as part of a 
random sample to be appraised by the Department of Human Services in its rate setting process are classified as protected 
nonpublic data until the sample has been completed.  

Subd. 12.Child care resource and referral programs.This subdivision applies to data collected  by child care resource and referral 
programs under section 119B.19. Data collected under section 119B.19 are not licensing data under subdivision 4. Data on 
unlicensed family child care providers are data on individuals governed by subdivision 2. In addit ion to the disclosures 
authorized by this section, the names and addresses of unlicensed family child care providers may be disclosed to the 
commissioner of education for purposes of promoting and evaluating school readiness.  

Subd. 13.Family, friend, and neighbor grant program.This subdivision applies to data collected by family, friend, and neighbor 
(FFN) grantees under section 119B.232. Data collected under section 119B.232 are data on individuals governed by subdivision 
2. The commissioner may disclose private data collected under this section to early childhood care and education experts at 
the University of Minnesota to evaluate the impact of the grants under subdivision 2 on children's school readiness and to 
evaluate the FFN grant program. The commissioner may disclose the names and addresses of FFN caregivers to the 
commissioner of education for purposes of promoting and evaluating school readiness.  

 MN State Statute 13.05 subd. 3  - Minimum necessary access to information.  General standards for collection and 
storage.Collection and storage of all data on individuals and the use and dissemination of private and confidential data on 
individuals shall be limited to that necessary for the administration and management of programs specifically authorized  by 
the legislature or local governing body or mandated by the federal government.  

 2009 Session Law, Ch 79, HF 1362, Article 8, Sec 13, Omnibus HHS Bill  
Interagency data exchange – Changes were made to allow DHS, MDH, and the Office of the Ombudsman for Mental Health 

and Developmental Disabilities to establish interagency agreements governing the electronic exchange of data on providers and  
individuals collected, maintained, or used by each agency when such exchange is outlined by each agency in an interagency 
agreement to accomplish certain specified purposes including to improve quality management of providers between state 
agencies and to establish and maintain provider eligibility  to participate as providers under MN health care programs.   The 
language specifies that each agreement must include provisions to ensure anonymity of individuals, and must outline the speci fic 
uses of and access to shared data within each agency.    

 


